
Document Name  Change/Justification 

Executive Order 13691 
Promoting Private Sector Cybersecurity Information Sharing 

New Issuance, Feb 13, 2015 

National Security Strategy New Issuance, Feb 2015 

NIST SP - 800-37 Rev 1, Guide for Applying the Risk Management Framework to 
Federal Information Systems: A Security Life Cycle Approach 

New link includes updates as of 6/5/2014 

SP 800-61 Rev. 2, Computer Security Incident Handling Guide Updated link 

FIPS 201-1, Personal Identity Verification (PIV) of Federal Employees and 
Contractors 

Superseded by FIPS 201-2, Personal Identity Verification (PIV) 
of Federal Employees and Contractors 

DoD Defending Networks, Systems, and Data Strategy New direct link 

DoD Cyber, Identity & Information Assurance Strategic Plan  Updated link 

National Military Strategy  Updated link 

CNSSAM IA 1-10, Reducing Risk of Removable Media in NSS Updated link 

CNSSI-1300, Instructions for NSS PKI X.509SP Updated Link 

DoDI 5000.02, Operation of the Defense Acquisition System Updated Link 

DoD CIO Memo Interim Guidance on Networthiness of IT Connected to DoD 
Networks 

 Updated Link 

NSSMOA between DoD CIO and ODNI CIO Establishing Net-Centric Software 
Licensing Agreements 

Updated link 

Title 44 - Federal Information Security Mgt Act, (§3541 et seq) Updated Link 

NSTISSI-4002 Classification Guide for COMSEC Information 
Removed to make room for new E.O. 13691 (the NSTISSI-4002 

did not have a public-facing link anyway) 

Security Technical Implementation Guides (STIGs) Updated Link 

About This Chart box Updated the text 

 

 


